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English Lithuanian 

  

Fraud Risk Investment Warning Įspėjimas dėl sukčiavimo rizikos 
At Columis, the safety and trust of our users are of utmost importance. We would like to remind all users to 
remain vigilant and informed about potential fraud risks associated with cryptocurrency and digital asset 
investments. 

Columis įmonėje mums svarbiausia yra vartotojų saugumas ir pasitikėjimas. Norėtume priminti visiems vartotojams 
išlikti budriems ir informuotiems apie galimas sukčiavimo rizikas, susijusias su kriptovaliutų ir skaitmeninio turto 
investicijomis. 

    

1. Be Cautious of Unsolicited Offers 1. Būkite atsargūs dėl nepageidaujamų pasiūlymų 

    
If you are contacted by individuals or entities offering investment opportunities, trading services, or 
guaranteed returns using our name, branding, or platform — exercise extreme caution. Fraudsters may 
impersonate legitimate companies and representatives. 

Jei su jumis susisiekia asmenys ar subjektai, siūlantys investavimo galimybes, prekybos paslaugas ar garantuotą grąžą 
naudodami mūsų vardą, prekės ženklą ar platformą – būkite ypač atsargūs. Sukčiai gali apsimesti teisėtomis įmonėmis 
ir jų atstovais. 

  

2. No Guaranteed Returns 2. Nėra garantuotos grąžos 

    
Cryptocurrency investments carry inherent risks. We do not guarantee profits or returns. Any promise of 
fixed or high returns with little to no risk is likely a scam. 

Investicijos į kriptovaliutas yra susijusios su neatsiejama rizika. Mes negarantuojame pelno ar grąžos. Bet koks pažadas 
apie fiksuotą ar didelę grąžą su maža rizika arba be jos, tikėtina, yra sukčiavimas. 

    

3. We Do Not Request Private Information 3. Mes neprašome privačios informacijos 

   

Columis will never ask you to share private keys, passwords, or full seed phrases. Never provide sensitive 
login or wallet details to anyone, even if they claim to be from our support team. 

Columis niekada neprašys jūsų dalytis privačiais raktais, slaptažodžiais ar visomis slaptomis frazėmis (angl. seed 
phrases). Niekada neteikite jautrių prisijungimo ar piniginės duomenų niekam, net jei jie teigia esantys iš mūsų 
komandos. 

    

4. Verify Official Communication 4. Patikrinkite oficialią komunikaciją 

    
Always ensure you are communicating through our official channels. Double-check website URLs, email 
addresses, and contact information. If in doubt, contact us directly through our verified support page. 

Visada įsitikinkite, kad bendraujate per mūsų oficialius kanalus. Dukart patikrinkite svetainių URL adresus, el. pašto 
adresus ir kontaktinę informaciją. Jei abejojate, susisiekite su mumis tiesiogiai per mūsų patvirtintą puslapį. 

    

5. Report Suspicious Activity 5. Praneškite apie įtartiną veiklą 

    
If you suspect fraud, phishing attempts, or unauthorized use of our brand, please report it immediately to 
our compliance team at info@columis.com. 

Jei įtariate sukčiavimą, duomenų išviliojimo (angl. phishing) bandymus ar neteisėtą mūsų prekės ženklo naudojimą, 
nedelsdami praneškite apie tai mūsų komandai el. paštu info@columis.com. 

 


